**NASBA CPE Credit Promotion Details**

|  |  |
| --- | --- |
| **Course Title** | CompTIA Security+ 6-Week Training Series |

|  |  |  |  |
| --- | --- | --- | --- |
| **Class Location** | Orlando & Gilbert | | |
| **Class Start Date** | 7/15/21 | **Class End Date** | 8/24/21 |

|  |  |
| --- | --- |
| **NASBA CPE Credits\*** | **NASBA CPE Subject Area\*** |
| 12 | Information Technology |
| Insert here | Select here |
| Insert here | Select here |
| Insert here | Select here |
| Insert here | Select here |
| Insert here | Select here |

\*Subject to eligibility.

|  |  |
| --- | --- |
| **Official NASBA Sponsor Statement** | [Click here to see Deloitte LLP’s Official NASBA Sponsor Statement](https://www2.deloitte.com/us/en/pages/about-deloitte/articles/cpe-program-information-dpm.html) |

|  |  |  |
| --- | --- | --- |
| **Delivery Method** | Virtual Instructor-Led (Group Internet-Based) | |
| **Course Description** | *The CompTIA Security+ is a global certification that validates the baseline skills you need to perform core security functions and pursue an IT security career. This 6-week course includes 12 hours of instructor led presentation, labs, assignments, and a final practice exam.* | |
| **Learning Objectives** | Session 1: Total Security Threats Session 2: Threats & Vulnerabilities Session 3: Social Engineering & Password Attacks Session 4: Security Assessment Pentesting Session 5: Secure Coding Session 6: Cryptography | Session 7: Identity Management Session 8: Physical Cloud Security Session 9: Endpoint Network Security Session 10: Wireless Mobile Security Session 11: Incident Response Forensics Session 12: Risk Management Policies |

|  |  |
| --- | --- |
| **Course Level** | Basic |
| **Prerequisites** | N/A |
| **Advance Preparation** | Advance Preparation |

|  |  |
| --- | --- |
| **Registration Method** | Manual Registration |
| **Attendance Monitoring Method** | Other |

|  |  |
| --- | --- |
| **Contact for Cancellations/Concerns** | willijones@deloitte.com |